……………………………, ……………………

**Oświadczenie[[1]](#footnote-1)**

Ja niżej podpisana/y ………… oświadczam, że zapoznałem się z Zarządzeniem nr …/…. z dnia Dyrektora ….… w sprawie …… i mam świadomość, możliwych konsekwencji związanych z fałszywym zgłoszeniem nieprawidłowości.

Jednocześnie zostałam/em uprzedzona/y o odpowiedzialności karnej za składanie fałszywych zeznań.

…………………………………………….

(Data i czytelny podpis)

**Klauzula informacyjna RODO**

Zgodnie z art. 13 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 roku w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, Dz. Urz. UE. L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35) , zwane dalej RODO, informujemy, o tym, że:

1. **Administrator danych osobowych:**

Administratorem danych osobowych zbieranych i przetwarzanych w związku z wdrażaniem zapisów Dyrektywy Parlamentu Europejskiego i Rady (UE) 2019/1937 z dnia 23 października 2019 r. w sprawie ochrony osób zgłaszających naruszenia prawa Unii i Ustawy z dnia 14 czerwca 2024 roku o sygnalistach (Dz. U z 2024 roku poz. 928) jest ……, a w jego imieniu Dyrektor ………. kontakt: ……. ;

1. **Inspektor Ochrony Danych:**

Inspektorem ochrony danych osobowych jest: ……., kontakt: …….

1. **Cel przetwarzania**

Podanie przez Panią/Pana danych osobowych jest dobrowolne. Dane osobowe będą przetwarzane w celach związanych z sygnalizowaniem i wyjaśnianiem nieprawidłowości i naruszeń prawa - zgodnie z art. 6 ust. 1 lit. c RODO.

1. **Podstawa prawna:**
2. Dyrektywą Parlamentu Europejskiego i Rady (UE) 2019/1937 z dnia 23 października 2019 r. w sprawie ochrony osób zgłaszających naruszenia prawa Unii,
3. Ustawa z dnia 14 czerwca 2024 roku o sygnalistach (Dz. U z 2024 roku poz. 928)
4. **Prawa osób, których dane dotyczą**

Posiada Pani/Pan prawo do żądania od administratora dostępu do danych osobowych, ich sprostowania, usunięcia lub ograniczenia przetwarzania, prawo do wniesienia sprzeciwu wobec przetwarzania.

1. **Okres przechowywania**

Pani/Pana dane osobowe zwarte w zgłoszeniu będą przetwarzane przez okres 3 lat od zakończenia roku w którym wpłynęło zgłoszenie.

1. **Odbiorcy danych**

Pani/Pana dane osobowe mogą być ujawniane przez Administratora uprawnionym podmiotom, jeśli zajdzie taka konieczność w związku z weryfikacją zgłoszenia, w trybie określonym przez bezwzględnie obowiązujące przepisy prawa.

1. **Profilowanie**

Pani/Pana dane nie będą profilowane i przetwarzane w sposób zautomatyzowany.

1. **Przekazywanie do państw trzecich**

Pani/Pana dane osobowe nie będą przekazywane przez Administratora innym podmiotom przy realizowaniu swoich zadań z państw trzecich, w tym organizacjom międzynarodowym.

1. **Prawo wniesienia skargi**

Przysługuje Pani/Pana prawo do wniesienia skargi do organu nadzorczego (Prezesa Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa).

**UPOWAŻNIENIE nr …… z dnia ……..**

**DO PRZETWARZANIA DANYCH OSOBOWYCH**

 **W ZWIĄZKU Z PRZYJMOWANIEM ZGŁOSZEŃ NARUSZEŃ PRAWA**

 Na podstawie art. 29 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, Dz. Urz. UE. L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35) – dalej RODO

**Administrator Danych Osobowych:** Dyrektor …….. nadaje upoważnienie Panu/Pani …………………………, odpowiedzialnym za przyjmowanie zgłoszeń naruszeń prawa na mocy zarządzenia Dyrektora nr … z dnia ….. w sprawie wprowadzenia „Procedury zgłaszania nieprawidłowości oraz ochrony sygnalistóww ………………………………….. od dnia …………….. na okres obowiązywania umowy o pracę (umowy zlecenie) zawartej z Administratorem Danych Osobowych.

 Jednocześnie zobowiązuję Pana/Panią do przetwarzania danych osobowych, zgodnie z udzielonym upoważnieniem oraz z przepisami RODO i wewnętrzną „Polityką Ochrony Danych Osobowych” i „Instrukcja Ochrony Systemów Informatycznych w Szkole”.

Informuje, że udostępnienie danych osobowych lub umożliwienie dostępu do nich osobie nieuprawnionej podlega karze zgodnie z odrębnymi przepisami.

Upoważnionego obowiązuje tajemnica dotycząca danych osobowych przetwarzanych w podmiocie oraz sposobów zabezpieczenia. Obowiązek dochowania tajemnicy obowiązuje także po ustaniu umowy o pracę (umowy zlecenie) zawartej z Administratorem Danych Osobowych.

…………………………………….……….. …………………….………………………..
podpis Administratora Danych Osobowych podpis osoby upoważnionej

**UPOWAŻNIENIE nr …… z dnia ……..**

**DO PRZETWARZANIA DANYCH OSOBOWYCH**

 **W ZWIĄZKU Z WYJAŚNIANIEM ZGŁOSZEŃ NIEPRWIDŁOWOSCI I NARUSZEN PRAWA**

 Na podstawie art. 29 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, Dz. Urz. UE. L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35) – dalej RODO

**Administrator Danych Osobowych:** Dyrektor …….. nadaje upoważnienie Panu/Pani …………………………, do przetwarzania danych osobowych w związku z wyjaśnianiem zgłoszeń naruszeń prawa na mocy zarządzenia Dyrektora nr … z dnia ….. w sprawie wprowadzenia „Zasad wyjaśniania zgłoszeń i naruszeń prawa w ………………………………….. od dnia …………….. na okres obowiązywania umowy o pracę (umowy zlecenie) zawartej z Administratorem Danych Osobowych.

 Jednocześnie zobowiązuję Pana/Panią do przetwarzania danych osobowych, zgodnie z udzielonym upoważnieniem oraz z przepisami RODO i wewnętrzną „Polityką Ochrony Danych Osobowych” i „Instrukcja Ochrony Systemów Informatycznych w Szkole”.

Informuje, że udostępnienie danych osobowych lub umożliwienie dostępu do nich osobie nieuprawnionej podlega karze zgodnie z odrębnymi przepisami.

Upoważnionego obowiązuje tajemnica dotycząca danych osobowych przetwarzanych w podmiocie oraz sposobów zabezpieczenia. Obowiązek dochowania tajemnicy obowiązuje także po ustaniu umowy o pracę (umowy zlecenie) zawartej z Administratorem Danych Osobowych.

…………………………………….……….. …………………….………………………..
podpis Administratora Danych Osobowych podpis osoby upoważnionej

**Informacje wymagane na stronie internetowej lub BIP szkoły.**

a) warunki kwalifikowania się do objęcia ochroną na mocy dyrektywy;

b) dane kontaktowe zewnętrznych kanałów dokonywania zgłoszeń w szczególności adres pocztowy i elektroniczny oraz numery telefonów takich kanałów, ze wskazaniem, czy rozmowy telefoniczne są nagrywane;

c) procedury mające zastosowanie w przypadku zgłaszania naruszeń, w tym informacje o tym, jaki może być wymagany przez właściwy organ sposób wyjaśnienia informacji będących przedmiotem zgłoszenia lub przedstawienia dodatkowych informacji, informacje o terminach na przekazanie informacji zwrotnych oraz o rodzaju i zawartości takich informacji;

d) zasady poufności mające zastosowanie do zgłoszeń, a w szczególności informacje związane z przetwarzaniem danych osobowych

e) charakter działań następczych, jakie należy podjąć w związku ze zgłoszeniem;

f) środki ochrony prawnej i procedury służące ochronie przed działaniami odwetowymi oraz dostępność poufnej porady dla osób rozważających dokonanie zgłoszenia;

g) oświadczenie, w którym objaśnia się w sposób zrozumiały warunki, na jakich osoby dokonujące zgłoszenia są chronione przed ponoszeniem odpowiedzialności za naruszenie poufności

h) w stosownych przypadkach dane kontaktowe centrum informacyjnego lub jednego niezależnego organu administracyjnego.

1. Może być na liście zbiorczej [↑](#footnote-ref-1)